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e Lo scenario attuale in materia di cyber-security
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v Aumento della necessita di controllo da parte degli Stati
anche attraverso legislazioni ad hoc

Bloomberg
Businessweek

U< Y6 81%

THE ASSOCIATED PRESS June 14, 2012, 1:44PM ET

textsize: T| T

Britain unveils electronic mass surveillance

plan
By RAPHAEL SATTER
LONDON

British authorities on Thursday unveiled an ambhitious plan
to log details about every Web visit, email, phone call or text
message in the UK. -- and in a sharply-worded editorial the
nation's top law enforcement official accused those worried
about the surveillance program of being either criminals or
conspiracy theorists.

The government insists it's not after content. It promises not
to read the body of emails or eavesdrop on phone calls
without a warrant. But the surveillance proposed in the
government's 118-page draft hill would provide authorities a
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A House committee on Tuesday reauthorized broad
electronic eavesdropping powers that largely legalized the
Bush administration's warrantless wiretapping program.

The House Judiciary Committee, following the Senate
Intelligence Committee's lead last month, (.pdf) voted 23-11
to reauthorize the FISA Amendments Act. The legislation,
expiring at year's end, authorizes the government to
electronically eavesdrop on Americans' phone calls and
emails without a probable-cause warrant so long as one of
the parties to the communication is outside the United
States. The communications may be intercepted "to acquire
foreign intelligence information.”

Rep. Lamar Smith (R-Texas) and the committee's chairman,
said before the vote that "We have a duty to ensure the
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INSPECTOR GENERAL OF THE INTELLIGENCE COMMUNITY
WASHINGTON, DC 20511

June 15, 2012

The Honorable

Senate Select Committee on Intelligence
United States Senate

Washington, DC 20510

The Honorable

Senate Select Committee on Intelligence
United States Senate

Washington, DC 20510

Dear Senator {jjjiliand Senator (D

Thank you for your 4 May 2012 letter requesting that my office and the
National Security Agency (NSA) Inspector General (IG) determine the feasibility of
estimating “how many people inside the United States have had their communications
collected or reviewed under the authorities granted by section 702” of the FISA
Amendment Act (FAA). On 21 May 2012, I informed you that the NSA Inspector
General, George Ellard, would be taking the lead on the requested feasibility
assessment, as his office could provide an expedited response to this important

inquiry.
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Gartner Says Monitoring Employee Behavior in Digital
Environments is Rising

Latest Security Trends Will Be Explored at Gartner's Security & Risk Management
Summit, 11-14 June, in National Harbor; Maryland; 16-17 July in Sydney, Australia
and 19-20 September in London

SYDNEY, Australia, May 25, 2012—

Monitoring employee behavior in digital environments is on the rise, with 60 percent
of corporations expected to implement formal pregrams for menitoring external
sccial media for security breaches and incidents by 2015, accerding to Gartner,

Inc. Many organizations already engage in sccial media monitoring as part of brand
management and marketing, but less than 10 percent of organizations currently use
these same techniques as part of their security monitering proaram.

"The growth in monitoring employee behavior in digital environments is increasingly
enabled by new technology and services,” said Andrew Walls, research vice president




Assistiamo sempre piu ad una dequotazione della valenza
semantica ed ideologica della parola Liberta. I suoi contorni
sempre piu sfumati la rendono parte di una rappresentazione
mentale che spesso si tende a classificare come gia acquisita e
scontata. Un segno di croce automatizzato su una scelta che non
ci e stata mai fornita.

Offrire gli strumenti per distinguerla e I'obiettivo di questo
convegno. Difenderla insieme € il compito che da domani ci
attende.
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